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-مهاجمين ينشرون ١٥ ألف مكتبة مزورة في NPM

تمكن المهاجمون من نشر مكتبات مزورة تحتوي على روابط تصيد واحتيال؛ بعدما ينتهي المهاجم من جمع المعلومات ينتهي به المطاف بتحويل الضحية إلى صفحة تسوق إلكترونية لينتفع بها المهاجم ماديا

- ملايين من كلمات المرور تسرب و السبب تحديث

أشارت التقارير أن الاختراق السابق الذي تعرض له تطبيق Last pass والذي تسربت فيه كلمات المرور لحوالي ٣٠ مليون عميل، ابتدأ بوصول المهاجمين الى جهاز أحد المهندسين والذي لم يحدث تطبيق Plex الذي على جهازه الشخصي مما تسبب في الوصول إلى بيئة النسخ الاحتياطية للشركة.

- جوجل تكشف عن ١٨ ثغرة zero day

كشف فريق متخصص لدى جوجل عن ١٨ ثغرة تتواجد في معالج Exynos w920, أربعة منها تمكن المهاجم من اختراق الجهاز من خارج الشبكة وفقط تحتاج الى رقم جوال الضحية.

أبرز الهواتف المتضررة :
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* M33

أبرز الحلول: إغلاق ميزتي WI-FI calling وVoice over LTE

والتحديث عند توفره
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